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INFORMAZIONI SUL TRATTAMENTO DEI DATI PERSONALI 
DEI SOGGETTI CHE SEGNALANO ILLECITI 

 (Whistleblowing) tramite canali interni 
 
 
 

La presente informativa viene resa ai sensi degli artt. 13-14 del Regolamento UE n. 679/2016 del 27 aprile 2016 
(Regolamento Generale sulla Protezione dei Dati – di seguito Regolamento o RGPD) di cui potrà prendere visione sul sito 
del Garante per la Protezione dei Dati Personali (http://www.garanteprivacy.it/regolamentoue), in relazione al trattamento 
dei Suoi dati personali, anche di natura particolare, resi in qualità di segnalante, così come individuato all’art. 3 del D.lgs. 
n. 24/2023, e conferiti al fine di segnalare condotte illecite presso la Antes Soc. Coop. A r.l.. 

TITOLARE DEL TRATTAMENTO 

 

 

 

Chi determina le finalità ed i mezzi del 
trattamento dei Suoi dati personali 

Antes Soc. Coop. Sociale a r.l. 

Piazza San Rocco - 08040 Arzana (NU) 

Telefono: 0782/624420 

PEC: centroantes@pec.it 

RESPONSABILE PROTEZIONE DATI (DPO) 

 

 

 

Chi vigila sulla protezione dei suoi dati   personali 

email: angelo.colombi@gmail.com  

pec: angelocolombi@pec.it 

FINALITA’ DEL TRATTAMENTO 

 

 

 

A quale scopo trattiamo i Suoi dati personali 

BASE GIURIDICA DEL TRATTAMENTO 

 

 

 

Presupposti di liceità del trattamento dei dati personali 

Il trattamento dei dati personali del segnalante (e 
del segnalato o terzi coinvolti) da parte del 
Responsabile per la prevenzione della corruzione e 
della trasparenza è necessario per le seguenti 
finalità: 

 avviare le attività istruttorie volte a verificare la 
fondatezza dell’illecito oggetto di segnalazione; 

 prevenire la corruzione e garantire l’integrità 
nell’interesse pubblico. 

I Suoi dati personali saranno raccolti e trattati dal Responsabile 
della prevenzione della corruzione e della trasparenza per 
obbligo di legge e dagli autorizzati dell’Ufficio Anticorruzione, con 
particolare riferimento al compito di accertare eventuali illeciti 
denunciati nell’interesse pubblico e dell’integrità dell’Azienda, ai 
sensi del d.lgs. n. 24 del 10 marzo 2023, recante disposizioni 
riguardanti la protezione delle persone che segnalano violazioni 
delle disposizioni normative nazionali. 

In alcuni casi, inoltre, in base a quanto previsto dai seguenti 
articoli del D.Lgs. 10 marzo 2023 n. 24, potrebbe essere richiesto il 
consenso espresso, specifico e libero dell’interessato (art. 6, par. 
1, lett. a) GDPR: 

Art. 12 comma 2: la rivelazione dell’identità della persona 
segnalante a persone diverse da quelle competenti a ricevere o 
dare seguito alle segnalazioni può avvenire solo previo consenso 
espresso della stessa persona segnalante; 

Art. 12 comma 5: qualora, nell’ambito del procedimento 
disciplinare, la conoscenza dell’identità del segnalante fosse 
indispensabile per la difesa dell’incolpato, verrà domandato al 
segnalante se intende rilasciare il consenso ai fini della 
rivelazione della propria identità. 
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CATEGORIA DI DATI 
 
 
 
 

Quali tipologie di dati sono trattati? 

TEMPI DI CONSERVAZIONE 
 

 
 
 

Per quanto tempo sono 
conservati i dati personali? 

DESTINATARI DEI DATI 
 

 
 

A chi possono essere 
comunicati i dati personali? 

Per le finalità di cui sopra, saranno raccolti 
e trattati i seguenti dati personali sia nella 
forma scritta che orale. 

Tipo dati raccolti tramite la piattaforma 
web dedicata: 

nome, cognome, luogo e data di nascita, 
codice fiscale ed email; informazioni 
fornite dal segnalante al fine di 
rappresentare le presunte condotte illecite 
delle quali sia venuto a conoscenza 
commesse dai soggetti che a vario titolo 
interagiscono con l’Azienda. 

Tipo dati raccolti tramite incontro diretto: 

nome, cognome, luogo e data di nascita, 
codice fiscale, documento valido 
d’identità; informazioni fornite dal 
segnalante al fine di rappresentare le 
presunte condotte illecite delle quali sia 
venuto a conoscenza commesse dai 
soggetti che a vario titolo interagiscono 
con l’Azienda. 

La ricezione e la gestione delle 
segnalazioni dà luogo a trattamenti di dati 
personali e, a seconda del contenuto delle 
segnalazioni e dei documenti allegati, può 
riguardare: 

 Dati personali “comuni” 

 Categorie particolari di dati 
personali (dati sensibili) 

 Dati relativi a condanne penali e reati. 

Categorie di segnalanti: 

dipendenti, ex-dipendenti, collaboratori, 
consulenti, medici iscritti, clienti dei 
medici, tirocinanti, borsiti, azionisti e le 
persone con funzioni di amministrazione, 
direzione, controllo o rappresentanza. 

I dati personali saranno trattati   per 
tutta la durata della  gestione della 
segnalazione e, in seguito, saranno 
conservati non oltre cinque anni a 
decorrere dalla data della 
comunicazione dell'esito finale     
della procedura di  segnalazione. 

Nel caso di adozione di 
provvedimenti disciplinari e/o di 
conteziosi civili, penali e 
amministrativi, i dati personali 
saranno trattati fino al e/o 
all’esaurirsi di eventuali contenziosi 
avviati e fino a quando i relativi esiti 
potranno considerarsi                 definitivi. 

Al fine di svolgere con correttezza le 
attività di trattamento necessarie a 
perseguire le suindicate finalità, i 
Suoi dati potranno essere comunicati 
ai seguenti destinatari: Autorità  
Giudiziaria, Corte dei Conti, Ufficio 
per i Procedimenti Disciplinari, ANAC 
(Autorità nazionale anticorruzione). 

L’identità del segnalante è coperta 
nell’ambito del procedimento 
disciplinare, penale o dinanzi alla 
giustizia contabile nei modi di cui 
all’art. 12 D.Lgs. 24/2023. Le 
segnalazioni sono totalmente 
sottratte al diritto di accesso, da 
parte di terzi, di cui alla legge 
241/1990, al D.Lgs. 33/2014 ed al 
Reg.UE 679/2016 per effetto del 
D.Lgs. 24/2023 e dell’art. 2-undecies 
D.Lgs. 196/2003. 
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La informiamo dell'esistenza di alcuni Suoi diritti sui dati personali e sulle relative modalità per 
esercitare gli      stessi nei confronti del Titolare del trattamento. 

DIRITTI ESERCITABILI dal segnalante, ai sensi degli artt. 15-22 del Regolamento UE 2016/679 (RGPD). 
In ogni momento al segnalante sono riconosciuti i diritti di cui agli artt. 15 - 22 del RGPD e, in particolare, il diritto di 
accedere ai propri dati personali, di chiederne la rettifica, l’aggiornamento o la cancellazione se incompleti, erronei o 
raccolti in violazione di legge, o di opporsi al loro trattamento. 

La persona segnalata o la persona menzionata nella segnalazione, con riferimento ai propri dati personali trattati 
nell’ambito della segnalazione, divulgazione pubblica o denuncia, non possono esercitare – per il tempo e nei limiti in 
cui ciò costituisca una misura necessaria e proporzionata - i diritti che normalmente il Regolamento (UE) 2016/679 
riconosce agli interessati (il diritto di accesso ai dati personali, il diritto a rettificarli, il diritto di ottenerne la cancellazione 
o cosiddetto diritto all’oblio, il diritto alla limitazione del trattamento, il diritto alla portabilità dei dati personali e quello di 
opposizione al trattamento).  

Dall’esercizio di tali diritti potrebbe derivare un pregiudizio effettivo e concreto alla tutela della riservatezza dell’identità 
della persona segnalante. In tali casi, dunque, al soggetto segnalato o alla persona menzionata nella segnalazione è 
preclusa anche la possibilità, laddove ritengano che il trattamento che li riguarda violi suddetti diritti, di rivolgersi al 
titolare del trattamento e, in assenza di risposta da parte di quest’ultimo, di proporre reclamo al Garante della protezione 
dei dati personali. 

Rettifica dei dati personali – art. 16 RGPD Diritto alla cancellazione – art. 17 RGPD 

Opposizione al trattamento – art. 21 RGPD Limitazione del trattamento – art. 18 RGPD 

Diritto alla comunicazione della violazione dei dati – art. 
34 RGPD 

Diritto al reclamo all’Autorità Garante – art. 77 RGPD 

DATI DI CONTATTO PER L’ESERCIZIO DEI DIRITTI Responsabile per la prevenzione della corruzione 
email:  

PREVISIONE DI PROCESSO DECISIONALE 
AUTOMATIZZATO – PROFILAZIONE 

Non è prevista alcuna forma di processo decisionale 
automatizzato. Non è prevista alcuna profilazione. 

TRASFERIMENTO DATI VERSO PAESI EXTRA UE I Suoi dati non saranno oggetto di diffusione e non 
verranno trasferiti in Paesi extra UE o organizzazioni 
internazionali. 

FONTE DEI DATI I dati personali saranno raccolti direttamente dal 
segnalante che utilizzerà la piattaforma web o che 
richiederà un incontro diretto con il RPCT. I dati personali 
di terzi potranno essere rilevati dal 

contenuto della segnalazione. 

CONFERIMENTO DEI DATI Il conferimento dei Suoi dati personali è facoltativo. Il 
mancato conferimento potrebbe tuttavia pregiudicare 
l’istruttoria della segnalazione: le segnalazioni anonime, 
infatti, verranno prese in considerazione come “ordinarie”, 
ove si presentino adeguatamente circostanziate e rese con 
dovizia di particolari, in modo da far emergere fatti e 
situazioni connessi a contesti determinati. 

 
 

Il Titolare del trattamento dei dati personali 

                                                                                                             Antes Soc. Coop. a r.l. 

                                                                                                             Dott.ssa Delia Barris 


